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(57) ABSTRACT

A network device may include first logic configured to count
data units passing through the network device and to produce
a counter value. The network device may include second
logic configured to receive the counter value when an indica-
tor is present, and to store the counter value. The network
device may include third logic configured to sample the sec-
ond logic, to receive the counter value, and to operate on the
counter value to produce a result.
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DATA UNIT COUNTER

RELATED APPLICATION

This application is a continuation of U.S. patent applica-
tion Ser. No. 11/342,625 filed Jan. 31, 2006 (now U.S. Pat.
No. 8,923,124), which is incorporated herein by reference.

FIELD OF THE INVENTION

Implementations consistent with the principles of the
invention relate generally to network communication and,
more particularly, to techniques for counting data units in a
network device.

BACKGROUND

Network devices, such as routers, are used to send and
receive packets in a network. Monitoring internal devices
operating in a network device and/or links serving a network
device may involve maintaining statistics about packets
entering or leaving the network device. For example, statistics
may be maintained on the number of packets entering or
leaving the network device via a link, such as by using
counters to count the number of packets entering or leaving
the network device.

Since modern network devices operate at very high speeds,
counters may need to be implemented in fast logic to
adequately count incoming and/or outgoing packets. Since
fast logic can be expensive, fast counters may be imple-
mented in limited sizes (i.e., the number of bits that the
counter can accommodate). As a result, fast counters may
need to be read at high rates to ensure that a counter is sampled
before it rolls (i.e., before the counter reaches its maximum
value and writes over that maximum value). Meaningful
counter data may be lost when a counter rolls, so maintaining
adequate sampling rates for counters operating in a network
device may be important to gathering meaningful statistics
about the performance of the network device. Sampling fast
counters at high rates may place undesirably high loadings on
the control logic for the network device and may hinder
network device performance.

SUMMARY

In accordance with an aspect, a device is provided that may
include logic configured to receive data from one of the plu-
rality of counters when an indicator is present and to store the
received data. The logic may be configured to send the
received data to a requesting device that uses the received data
to produce statistics about a network device.

In accordance with another aspect, a network device may
include first logic configured to count data units passing
through the network device and to produce a counter value.
The network device may include second logic configured to
receive the counter value when an indicator is present, and to
store the counter value. The network device may include third
logic configured to sample the second logic, to receive the
counter value, and to operate on the counter value to produce
a result.

In accordance with yet another aspect, a method for count-
ing data units is provided. The method may include receiving
a counter value from one of a plurality of data unit counters
when an indicator is present. The method may include storing
the counter value and receiving a request for a plurality of
counter values that include the counter value. The method
may include sending the plurality of counter values to a
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requesting device that operates on the plurality of counter
values to produce statistics about the data units.

In accordance with still another aspect, a network device
may include means for producing a counter value based on a
number of counted data units and means for reading the
counter value at a first rate. The network device may include
means for storing the counter value and means for sampling
the reading means at a second rate that is slower than the first
rate to obtain the stored counter value. The method may
include means for operating on the stored counter value to
produce a result and means for providing the result to a user.

BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings, which are incorporated in
and constitute a part of this specification, illustrate implemen-
tations of the invention and, together with the description,
explain the invention. In the drawings,

FIG. 1 is a diagram of an exemplary network in which
systems and methods consistent with the principles of the
invention may be implemented;

FIG. 2 illustrates an exemplary functional block diagram of
a network device according to an implementation consistent
with the principles of the invention;

FIG. 3 illustrates an exemplary implementation of a
counter consistent with the principles of the invention;

FIG. 4 illustrates an exemplary data structure used to store
information obtained from a counter consistent with the prin-
ciples of the invention;

FIG. 5 illustrates an exemplary process for using a counter
to count packets in a network device consistent with the
principles of the invention; and

FIG. 6 illustrates an exemplary process for passing infor-
mation from notification logic to control logic in an exem-
plary implementation consistent with the principles of the
invention.

DETAILED DESCRIPTION

The following detailed description of implementations
consistent with the principles of the invention refers to the
accompanying drawings. The same reference numbers in dif-
ferent drawings may identify the same or similar elements.
Also, the following detailed description does not limit the
invention. Instead, the scope of the invention is defined by the
appended claims and their equivalents.

Exemplary implementations consistent with principles of
the invention facilitate gathering information that can be used
to maintain statistics about the performance of a network
device. Implementations may employ high speed counters
that provide notifications and counter values to notification
logic. The notification logic may receive counter values at a
rate that is configured to substantially eliminate the possibil-
ity that a counter rolls (i.e., overwrites a counter value) before
the counter provides its value to the notification logic. The
notification logic may provide values for one or more
counters to control logic, such as a processor, operating on the
network device. The processor may be configured to sample
the notification logic at a rate which is below the rate at which
the notification logic receives values from one or more
counters. As a result, sampling loads on the processor may be
less than if the processor had to obtain counter values directly
from the counter. Moreover, notification logic can be imple-
mented in logic that is wider than the logic used to implement
counters (i.e., notification logic may use more bits to repre-
sent values as compared to the number of bits used by a
counter to represent a value).
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A “data unit,” as used herein, may refer to any type of
machine-readable data having substantially any format that
may be adapted for use in one or more networks, such as a
public network and/or private network. A data unit may
include packet data and/or non-packet data.

First Exemplary Implementation

FIG. 1is a diagram of an exemplary network 100 in which
systems and methods consistent with the principles of the
invention may be implemented. Network 100 may include,
among other things, a client 110-1 and 110-2 (hereinafter,
collectively client 110), a network 120, a network device 130,
and a server 140. While network 100 is shown to include a
particular number and arrangement of elements, network 100
may include fewer, more, different, or differently arranged
elements in other implementations consistent with the prin-
ciples of the invention. In addition, network 100 may include
the illustrated elements, and other elements, in alternative
configurations consistent with the principles of the invention.
For example, network device 130 may be located between
client 110 and network 120.

Client 110 may include a device configured to send a data
unit to network 100 and/or to receive a data unit from network
100. Client 110 may be associated with a person, such as a
user. For example, clients 110-1 and 110-2 may represent
subscribers of communication services provided by server
140. Client 110 may include a desktop computer, a laptop
computer, a personal digital assistant (PDA), a web enabled
cellular telephone, a wireless fidelity (Wi-Fi) device, or
another type of device that is operated by a user to commu-
nicate with a destination device, such as server 140. Client
110 may communicate with other devices, such as other cli-
ents, network device 130 and/or server 140, by sending, for
example, data units, such as packets.

Network 120 may include a network, or combination of
networks, capable of transporting data units. For example,
network 120 may include a local area network (LAN), a
metropolitan network (MAN), or a wide area network
(WAN), such as the Internet. Network 120 may include hard-
wired connections, such as shielded twisted pairs, coaxial
cables, optical fibers, and/or waveguides. Alternatively, net-
work 120 may include wireless links, such as free space
optical links, and/or free space acoustic links. Network 120
may operate using substantially any protocol, such as asyn-
chronous transfer mode (ATM), synchronous optical trans-
port (Sonet), Internet Protocol (IP), public switched tele-
phone network (PSTN), or Bluetooth.

Network device 130 may include a device capable of
receiving a data unit via a network. In one implementation,
network device 130 may include an in-line device operating
as an edge device between a first network and a destination
device that may be operating on a second network. For
example, network device 130 may operate as an edge device
between an untrusted network, such as the Internet, and a
trusted network, such as a corporate LAN. “Inline network
device” may refer to any network device operating in a man-
ner whereby all, or substantially all, data units intended for a
destination device pass through the network device before
reaching the destination device. Network device 130 may
include devices such as routers, gateways, firewalls, switches,
and/or servers. For example, network device 130 may operate
as a router in cooperation with server 140 to provide commu-
nication services to a number of subscribers, such as client
110-1 and 110-2.

Server 140 may include a device capable of receiving a data
unit from and transmitting a data unit to another device and/or
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network. For example, server 140 may include a workstation,
desktop computer, laptop computer, PDA, web enabled cel-
Iular telephone, Wi-Fi device, or another type of device. In
exemplary implementations described herein, server 140 may
operate as a destination device by receiving one or more data
units from client 110 via an intermediate device, such as
network device 130. For example, server 140 may provide a
service to other devices on network 100, such as client 110.

Client 110 may communicate with network device 130
and/or server 140 using connections associated with a pri-
mary data network, such as network 120. Alternatively, client
110 may communicate with network device 130 and/or server
140 using a dedicated network and/or link. A link may be a
dedicated physical or virtual link and may include encryption
protocols for protecting the content of communications
between client 110 and a destination device, such as network
device 130 and/or server 140.

Exemplary Functional Diagram

FIG. 2 illustrates an exemplary functional block diagram of
network device 130 according to an implementation consis-
tent with the principles of the invention. Network device 130
may include ingress queues 210-1 to 210-2 (hereinafter col-
lectively ingress queue(s) 210), egress queues 215-1to 215-2
(hereinafter collectively egress queue(s) 215), ingress inter-
face 220, egress interface 230, counters 240-1 to 240-N (here-
inafter collectively counter(s) 240), notification logic 250,
control logic 260, memory 270, user interface 280, and bus
290.

Ingress queue 210 may include a device capable ofholding
data units and/or data unit information that is received from
ingress interface 220, control logic 260, and/or memory 270.
For example, in one implementation, queues 210-1 to 210-2
may operate as buffers that receive data unit information from
ingress interface 220. Queues 210-1 to 210-2 may store the
information until it is sent to another device, such as control
logic 260. Control logic 260 may operate on the received
information to produce processed data unit information. Pro-
cessed data unit information may include information about a
data unit that has had an operation performed thereon. For
example, processing a data unit may include manipulating
information included in the data unit, formatting the data unit,
and/or encapsulating the data unit. Processed data unit infor-
mation and/or processed data units may be provided to egress
queues 215. Egress queues 215 may include devices capable
of holding data unit information and/or data units. Egress
queues 215 may be configured to send data unit information
and/or data units to a device, such as egress interface 230. For
example, egress queue 215 may receive processed data units
from devices coupled to bus 290 and may send the processed
data units to egress interface 230.

Ingress interface 220 and egress interface 230 may, respec-
tively, include a device configured to receive and/or send data
units. Interfaces 220/230 may include any receiver, transmit-
ter, and/or transceiver-like mechanism that enables network
device 130 to communicate with other devices and/or sys-
tems. For example, interfaces 220/230 may include a modem,
an Ethernet interface to a LAN, a wireless transceiver for
coupling a wireless network device 130 to network 120, client
110, an input/output interface associated with server 140, an
input/output interface associated with network 120, etc.

Counter 240 may include a device configured to track
information in network device 130. In one implementation,
counter 240 may track information by maintaining a count.
For example, implementations of counter 240 may count data
units entering or leaving network device 130, count data unit
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information, such as the sizes of data units entering or leaving
network device 130 (e.g., counting the number of bytes in a
data unit). Implementations of counter 240 may also be con-
figured to count other information, such as requests made to a
device, such as memory 270, operating in network device
130, etc. Counts may also be based on characteristics of data
units, subscribers, etc., such as priorities associated with data
units, classes of traffic passing through interface 220/230,
service priorities for subscribers, etc.

Counter 240 may be implemented as a register that can be
incremented as needed to maintain a count. For example,
counter 240 may be implemented as a register having a num-
bers of bits associated therewith (e.g., a 4, 8, 16, 24, 28 bit
counter). An implementation of counter 240 may maintain
counts by incrementing or decrementing the counter. Count
information provided by counter 240 may be referred to as a
counter value. Counter 240 may be configured to count data
units that pass through counter 240 or data units that pass by
counter 240 in a manner that allows the data units to be
counted. For example, counter 240 may read 00 before
receiving a packet. A first packet may pass through counter
240 and the counter value may read 01. A second packet may
pass through counter 240 and the counter value may incre-
ment and read 10. Implementations of counter 240 may ref-
erence counter values with identifiers, such as addresses.

Implementations of network device 130 may use substan-
tially any number of counters 240 consistent with the prin-
ciples of the invention. Implementations may arrange
counters in a hierarchy wherein an output of one counter
serves as an input to another counter. Counters 240 may be
located substantially anywhere in network device 130, such
as between ingress queue 210-1 and bus 290, between ingress
interface 220 and bus 290, between ingress interface 220 and
ingress queue 210-2, between egress queue 215-1 and bus
290, between egress interface 230 and bus 290, between
egress interface 230 and egress queue 215-2 and/or at other
locations in network device 130, such as between memory
270 and bus 290 (not shown).

Counters 240 may count at different rates when operating
in network device 130. For example, a first counter (e.g.,
counter 240-1) may increment at a faster rate than another
counter (e.g., counter 240-4) due to greater network traffic
associated with the first counter. Counters 240 may be con-
figured to provide notifications and/or counter values to other
devices, such as notification logic 250, based on parameters,
such as an average anticipated traffic flow past a counter.
Implementations may be configured to have all counters pro-
vide counter values at the same rate and/or may be configured
to have counters provide counter values at different rates (e.g.,
counter 240-1 provides counter values to notification logic
250 at a first rate and counter 240-4 provides counter values to
notification logic 250 at a second rate that is slower than the
first rate). Counters 240 may be implemented via high speed
logic, such as static random access memory (SRAM), so that
counter 240 can maintain accurate counts ot high speed traffic
in network device 130.

Implementations of counter 240 may be configured to
count data units as well as the sizes of the counted data units
(e.g., the number of bytes per data unit). In this implementa-
tion, a counter register may be divided in half with one half of
the register used to count packets and the other half of the
register used to count a total number of bytes or the number of
bytes per data unit.

Notification logic 250 may include a device that receives
count information from one or more counters 240. For
example, notification logic 250 may be implemented as a
register that receives notification information and/or count
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information from a number of counters. Notification logic
250 may be implemented in logic that operates at lower
speeds as compared to the speeds of logic associated with
counter 240. For example, notification logic 250 may be
implemented in dynamic random access memory (DRAM).
Notification logic 250 may also be implemented in logic that
can maintain wider counts than logic used in counter 240. For
example, if counter 240 is implemented as a 16 bit register,
notification logic 250 may be implemented as a 24 bit, 32 bit,
64 bit, etc., register so that notification logic 250 can maintain
information associated with a number of counters in a single
register entry.

Notification logic 250 may be sized according to a number
of counters 240 that provide counter values to notification
logic 250. Alternatively, notification logic 250 can include
reserve storage space (i.e., storage space in excess of what is
needed to hold one counter value from each counter). The use
of reserve storage space may provide a safety margin in the
event that notification logic 250 cannot pass its information to
control logic 260 at a desired rate. For example, notification
logic 250 may need four storage locations to store counter
values from four counters 240. Notification logic 250 may be
configured with reserve storage space by, for example, pro-
viding notification logic 250 with an additional 10 storage
locations. The reserve storage locations may provide notifi-
cation logic 250 with more time to transfer a portion of its
contents to control logic 260 before notification values are
overwritten.

In one implementation, notification logic 250 may be
implemented as a first in first out (FIFO) register. When
notification logic 250 receives a first counter value from
counter 240, the first counter value may be placed in a stack of
the FIFO register. A value stored in notification logic 250 may
be referred to as a notification value. The notification value
may include counter values associated with one or more
counters. In addition, notification values may include other
information associated with counter values, such as addresses
associated with counter values, measurement parameters
associated with counter values, etc. When notification logic
250 receives a second counter value, the second counter value
may be placed below the first counter value in the FIFO stack.
When information is read from notification logic 250, the
topmost notification value in the FIFO stack may be read.
Alternatively, multiple notification values (i.e., multiple stack
entries) can be read from notification logic 250 during a single
read event, such as single read event by control logic 260.

Control logic 260 may include any type of processing logic
that may interpret and execute instructions. Control logic 260
may be implemented in a standalone or distributed configu-
ration. Implementations of control logic 260 may be hard-
wired logic, such as application specific integrated circuits
(ASICs), field programmable gate arrays (FPGAs), etc. based
on desired configurations of network device 130. Control
logic 260 may operate to control the operation of queues
210/215, interfaces 220/230, counters 240, notification logic
250, memory 270, and/or user interface 280. Implementa-
tions of control logic 260 may read notification values from
notification logic 250. Control logic 260 may operate on
notification values read from notification logic 250 and may
produce statistics that can be used by an operator of network
device 130 and/or other devices in network 100 to monitor the
performance of network device 130.

Memory 270 may include a static and/or dynamic storage
device that may store information and instructions for execu-
tion by control logic 260 and/or for use by other devices
operating in network device 130. For example, an implemen-
tation of memory 270 may store data units passing through
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network device 130. Memory 270 may also store counter
values, notification values, software used to generate statis-
tics, and/or results produced by running statistical applica-
tions on counter values and/or notification values.

User interface 280 may include one or more interfaces,
components, or mechanisms that permit a user to input infor-
mation to network device 130. User interface 280 may
include a keyboard, a mouse, a pen, voice recognition and/or
biometric mechanisms, etc. User interface 280 may also
include one or more mechanisms that output information to,
for example, a user. For example, user interface 280 may
include a display, a printer, one or more speakers, etc.

Bus 290 may include a device that permits communication
among the components of network device 130.

Exemplary Counter

FIG. 3 illustrates an exemplary implementation of counter
240 consistent with the principles of the invention. The imple-
mentation of FIG. 3 illustrates a four bit counter 240 for
purposes of discussion. Implementations of counter 240 may
be implemented in configurations having substantially any
number of bits consistent with the principles of the invention.
Counter 240, of FIG. 3, may be used to count the number of
bytes in a data unit, such as a packet. Other implementations
of counter 240 may be configured to count other things, such
as a number of packets and/or characteristics associated with
packets. “Packet”, as used in connection with FIGS. 3-6, is
representative of a type of data unit that can be used with an
implementation of the invention. Implementations, such as
those discussed in connection with FIGS. 3-6, may also oper-
ate on other types of data units, such as cells, consistent with
the principles of the invention.

Counter 240 may be initialized to a state, such as all zeros,
prior to counting bytes (configuration 305). Packet 310 may
be received at network device 130. Packet 310 may include 2
bytes. Counter 240 may count packet 310 and its count may
be incremented based on the number of byes in packet 310.
For example, counter 240 may have a counter value of “2”
(configuration 315) after counting the number of bytes in
packet 310. A second packet, packet 320, may be received by
network device 130. Counter 240 may count three bytes in
packet 320 and may produce an updated counter value based
on packet 320. Counter 240 may have a counter value of “5”
after counting the number of bytes in packet 320 (configura-
tion 325). Counter 240 may receive a third packet, packet 330,
that has three bytes and may produce a counter value of “8” to
reflect the number of bytes in packet 330 (configuration 335).

Counter 240 may be configured to operate with notification
logic 250 so that counter 240 attempts to provide a counter
value to notification logic 250 when a certain condition is
present, such as when counter 240 reaches a determined
value. In one implementation, counter 240 may be configured
to send a notification and/or a counter value to notification
logic 250 when the most significant bit (MSB) of counter 240
is set (i.e., the left most bit of the counter in FIG. 3). For
example, configuration 335 illustrates the MSB set to 1.
Counter 240 may be configured to send a current counter
value to notification logic 250 when the MSB is asserted (i.e.,
is set to 1). When counter 240 successfully sends a counter
value to notification logic 250, counter 240 may be reset to
zero (configuration 345). Notification logic 250 may store the
counter value received from counter 240.

Assume notification logic 250 does not successfully read
counter 240 after configuration 335. For example, notifica-
tion logic 250 may not have an empty register in which to
store the counter value. Further assume that packet 340 is
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counted by counter 240 and a new counter value is registered
that includes the four bytes in packet 340 (configuration 355).
Since the MSB of counter 240 is still set, counter 240 may
attempt to send the current counter value to notification logic
250. If notification logic 250 does not receive the counter
value, another packet may be counted. For example, packet
350 may arrive and counter 240 may increment the counter
value by two bytes to reflect packet 350 (configuration 365).
Counter 240 may again attempt to send the current counter
value to notification logic 250 since the MSB is still asserted.
If notification logic 250 accepts the counter value from
counter 240 at configuration 365, counter 240 may be reset to
zero (configuration 375).

Notification logic 250 may be implemented in logic that
can maintain values for a number of counters 240. For
example, notification logic 250 may be implemented in wide
logic with respect to a logic width used for counters 240.
Assume that counters 240 are each implemented in 8 bitor 16
bit logic. Notification logic 250 may be implemented as a 24,
32 or 64, etc., bit logic so that notification logic 250 can hold
results for a number of counters 240 without overwriting
values.

Exemplary Data Structure

FIG. 4 illustrates an exemplary data structure used to store
information obtained from counters 240 consistent with the
principles of the invention. Data structure 400 may include
any mechanism or technique that can be used to store infor-
mation in acomputer-readable medium, such as memory 270.
In an exemplary implementation, data structure 400 may
include address field 410, value field 420, and miscellaneous
field 430. Data structure 400 may arrange information in a
row and column format to facilitate interpretation by a user of
network device 130.

Address field 410 may include information that identifies
an address associated with a counter value included in value
field 420. The address may uniquely identify each particular
counter 240 in network device 130. For example, counter 240
may include an address and a corresponding counter value.
Notification logic 250 may read the address and correspond-
ing counter value when obtaining data from counter 240. For
example, a first address location 0001 may be associated with
a counter value of 0010.

Value field 420 may include information associated with a
value obtained from counter 240. Value field 420 may include
a counter value received by notification logic 250 when
counter 240 was read. Entries in value field 420 may be
presented in substantially any format, such as binary, deci-
mal, hexadecimal, etc.

Miscellaneous field 430 may include information associ-
ated with counter 240. For example, miscellaneous field 430
may include information about a link or queue that provided
traffic to counter 240, error codes associated with counter
240, an identity of counter 240, etc.

Exemplary Methods

FIG. 5 illustrates an exemplary process for using counter
240 to count packets in network device 130 consistent with
the principles of the invention. Implementations described in
connection with FIGS. 5 and 6 may employ a single counter,
such as counter 240-1 for clarity. Other implementations con-
sistent with the principles of the invention can employ sub-
stantially any number of counters 240 in substantially any
configuration. For example, counters 240 may be arranged in
a hierarchy with an output of a first counter feeding an input
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of'a second counter. Implementations using multiple counters
240 may be configured so that all counters 240 provide
counter values to notification logic 250 at the same rate or
may be configured so that some or all of the counters 240
provide counter values to notification logic 250 at different
rates. For example, counter 240 may be configured to provide
counter values to notification logic 250 at a rate that takes into
account a storage state of the most significant bit of each
counter, the logic width of a counter, a counting speed of a
counter, a priority of a counter, etc. In connection with FIGS.
5 and 6, operations performed on a single counter can be
performed on multiple counters and operations performed by
a single counter can be performed by multiple counters con-
sistent with the principles of the invention.

The process of FIG. 5 may begin when counter 240-1
receives a packet (act 510). For example, a packet may be
received via ingress interface 220. Ingress interface 220 may
send the incoming packet to queue 210-1. Queue 210-1 may
pass the packet through, or past, counter 240-1 en route to
another device, such as memory 270.

Counter 240-1 may be used in network device 130 to
determine if operations should be performed on packets, such
as dropping a packet or forwarding a packet. Implementations
of counter 240-1 may be implemented as a register in high
speed logic, such as SRAM so that counter 240-1 can main-
tain accurate counts in high speed networking applications.

Counter 240-1 may be incremented for each packet passing
by counter 240-1 or through counter 240-1 (act 520). For
example, counter 240-1 may initially read 0000 (for a four bit
implementation of counter 240-1). If a single packet passes
from queue 210-1 to memory 270, counter 240-1 may read
0001. An implementation of network device 130 may be
configured to have notification logic 250 receive counter val-
ues from counter 240-1 at certain times and/or when counter
240-1 reaches a certain value. Assume that counter 240-1 will
roll approximately every ten seconds based on an average
amount of incoming traffic. Counter 240-1 may be configured
to provide counter values to notification logic 250 at a rate
faster than one counter value every ten seconds so that counter
240-1 provides a counter value to notification logic 250
before counter 240-1 rolls under normal operating condi-
tions. Implementations of notification logic 250 may be con-
figured to receive counter values from counter 240-1 at a rate
that is much faster than an anticipated roll rate of counter
240-1 to provide a margin of safety against unanticipated
spikes in incoming traffic.

Counter 240-1 may be further configured to provide
counter values to notification logic 250 when an indicator is
present, such as a certain value or an asserted bit. An indicator
may include any technique for indicating a status of a device,
such as a status of counter 240-1. In one implementation,
counter 240-1 may be configured to send counter values to
notification logic 250 when a MSB in counter 240-1 is
asserted (i.e., is set to 1).

A determination may be made as to whether the indicator
of counter 240-1 is present (e.g., whether the MSB is set to
“17) (act 530). If the indicator is not present, the process of
FIG. 5 may loop back to act 510 and may accept another
packet. The subsequent packet may increment counter 240-1
(act 520) and the indicator may be checked again (act 530).
When the indicator is present in act 530, counter 240-1 may
attempt to send its contents to notification logic 250 (act 540).
Notification logic 250 may accept the entire contents of
counter 240-1 and/or may accept a single value from counter
240-1, depending on the implementation of notification logic
250 and counter 240-1.
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Assume that counter 240-1 is configured to pass a counter
value and an address of the counter value to notification logic
250 when an indicator is present. In one implementation,
counter 240-1 may clear, or reset, the counter value when
passing the counter value and address to notification logic
250. If notification logic 250 is unable to accept the counter
value and address, the counter value and address may be
rewritten back into counter 240-1.

Implementations of counter 240-1 may be configured to
push counter values and addresses to notification logic 250, or
counter 240-1 may be configured to have counter values and
addresses pulled therefrom by notification logic 250.

Implementations of counter 240-1 may be configured to
operate with multiple indicators consistent with the principles
of the invention. For example, counter 240-1 may have a
width of eight bits. The width of counter 240-1 may be
divided, such as by dividing counter 240-1 into two four bit
portions. Counter 240-1 may be configured to store a value
identifying a number of packets that have passed counter
240-1 in the lower four bits. Counter 240-1 may further be
configured to store a value identifying a number of bytes
contained in the counted packets in the upper four bits.
Counter 240-1 may use a first indicator to identify when the
lower four bits should be sent to notification logic 250 (e.g.,
the MSB of the lower four bits may act as the first indicator
when the MSB is asserted). Counter 240-1 may use a second
indicator to identify when the upper four bits should be sent to
notification logic 250 (e.g., the MSB of the upper four bits
may act as the second indicator when the MSB is asserted).

A determination may be made as to whether notification
logic 250 successtully read the contents of counter 240-1 (act
550). When notification logic 250 successfully reads the con-
tents of counter 240-1, counter 240-1 may be reset to a zero
state (act 560). In contrast, when notification logic 250 does
not successfully read the contents of counter 240-1, process
flow may return to act 510 where another packet is counted by
counter 240-1. Acts 520-540 may be performed on the new
packet and counter 240-1 may again attempt to send its con-
tents to notification logic 250 since the indicator (e.g., MSB)
is still asserted.

In certain situations notification logic 250 may be unable to
successfully read counter 240-1 before counter 240-1 rolls.
For example, if an interface associated with counter 240-1
receives an unanticipated spike in traffic, counter 240-1 may
roll before notification logic 250 can receive the contents of
counter 240-1. If a rolled value of counter 240-1 is used to
generate statistics, the statistics may be invalid because a
rolled value may include invalid count data. Implementations
of'network device 130 may account for the above situation by
having counter 240-1 generate a special sequence of register
values when counter 240-1 rolls before being reset by notifi-
cation logic 250. This sequence of register values may be
referred to as a “roll value” since the sequence indicates that
counter 240-1 has rolled. For example, counter 240-1 may
produce a sequence of “1111” when it rolls. Counter 240-1
may send the rolled value to notification logic 250 since the
MSB is asserted (i.e., is 1). Notification logic 250 may read
the rolled value and may pass the rolled value to control logic
260. Control logic 260 may flag the rolled value as erroneous
data that should not be used to compute statistics for network
device 130.

Implementations of notification logic 250 may be config-
ured to read counter 240-1 when counter 240-1 reaches cer-
tain values. For example, notification logic 250 may be con-
figured to read a counter value when counter 240-1 is half full,
three quarters full, etc. The point at which notification logic
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250 reads counter 240-1 may be selected so as to reduce the
chance that counter 240-1 may roll before being read by
notification logic 250.

FIG. 6 illustrates an exemplary process for passing infor-
mation from notification logic 250 to control logic 260 in an
exemplary implementation consistent with the principles of
the invention. Notification logic 250 may receive a counter
value from counter 240-1 when, for example, an indicator is
present (e.g., the MSB is set to “17) (act 610). Notification
logic 250 may place a counter value and/or address onto a
stack within notification logic 250 (act 620). For example,
notification logic 250 may be implemented as a FIFO. Noti-
fication logic 250 may place a first counter value onto a first
stack location and may place a second counter value onto a
second stack location where the second stack location is
below the first stack location. Notification logic 250 may also
be configured to store additional information in stack loca-
tions, such as addresses associated with counter values, and/
or counter identifiers that identify a counter from which a
counter value or address was received.

Implementations of notification logic 250 may be imple-
mented in logic having a greater width than logic used for
counters 240-1. For example, counter 240-1 may be imple-
mented as a four bit counter as shown in FIG. 3. In contrast,
notification logic 250 may be implemented, for example, in
64 bit logic. As a result, notification logic 250 may be capable
of containing multiple counter values in a single stack loca-
tion. For example, notification logic 250 may read counter
values from a first, second, third and fourth counter. Notifi-
cation logic 250 may place the four counter values into a
single stack location since notification logic 250 has a width
of 64 bits.

Notification logic 250 may receive a request for a portion
of'its contents from control logic 260 (act 630). Control logic
260 may be configured to sample notification logic 250 at a
sampling rate that is slower than a rate at which counter 240
provides counter values to notification logic 250. For
example, in one implementation, control logic 260 may poll
one or more implementations of notification logic 250. Con-
trol logic 260 may be able to sample notification logic 250 at
a slow rate because a single notification logic 250 stack loca-
tion can include counter values from a number of counters
and/or may include a number of counter values from a single
counter.

In one implementation, control logic 260 may be config-
ured to sample notification logic 250 at a rate that is based on
anaverage rolling rate of counter 240-1 and/or other counters,
such as counters 240-2 to 240-N, operating in network device
130. The average rolling rate may identify an average rate at
which a group of counters rolls. The average rolling rate may
be based on an average (e.g., typical) amount of traffic
expected to pass through each counter in the group. Alterna-
tively, the average rolling rate may be based on measured
traffic passing through each counter in the group.

In another implementation, control logic 260 may be con-
figured to sample notification logic 250 at a rate that places a
determined load on control logic 260. For example, a load
may be placed on control logic 260 each time notification
logic 250 is sampled. A desired loading value may be selected
for control logic 260 and a sampling rate, used to read data
from notification logic 250, may be selected so as to maintain
the desired loading value.

Notification logic 250 may provide information contained
in a top stack location to control logic 260 (act 640). For
example, if notification logic 250 is implemented as a FIFO,
the topmost position in the FIFO may be provided to control
logic 260. Alternatively, notification logic 250 and/or control
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logic 260 may be configured so that notification logic 250
provides multiple stack locations to control logic 260 during
a single sampling request.

In one implementation, control logic 260 may sample noti-
fication logic 250 before notification logic 250 rolls. In
another implementation, control logic 260 may be configured
to sample notification logic 250 on demand, such as when a
user requests updated counter information and/or statistics.
Implementations may also include control logic 260 that is
notified by notification logic 250 prior to notification logic
250 producing a roll value. Control logic 260 may sample
notification logic 250 upon receiving the notification.

Control logic 260 may arrange information received from
notification logic 250 into a format that can be used to gen-
erate desired statistics (act 650). For example, control logic
260 may store information received from notification logic
250 in memory 270. Control logic 260 may read information
associated with a number of counters 240 and/or implemen-
tations of notification logic 250 from memory 270 and may
use the retrieved information to generate wide statistics (i.e.,
statistics wider than those associated with respective
counters, such as counters 240-1 to 240-N). Control logic 260
may also perform operations on the information to facilitate
interpretation of the information by a user of network device
130. For example, control logic 260 may plot statistics as a
function of interface type, link type, data unit type, etc. Con-
trol logic 260 may provide statistics to a user of network
device 130 (660). For example, control logic 260 may cause
aplotto be displayed on a display device operated by the user.

CONCLUSION

Systems and methods consistent with the principles of the
invention provide techniques for reading counters operating
on network device in a way that reduces loads on logic, such
as control logic.

The foregoing description of exemplary implementations
consistent with the principles of the invention provides illus-
tration and description, but is not intended to be exhaustive or
to limit the invention to the precise form disclosed. Modifi-
cations and variations are possible in light of the above teach-
ings or may be acquired from practice of the invention. For
example, while series of acts have been described with regard
to FIGS. 5 and 6 the order of the acts may be varied in other
implementations consistent with the present invention. More-
over, non-dependent acts may be implemented in parallel.

Also, network and system implementations have been
illustrated and described using a single network device,
server, client and network. However, in other implementa-
tions, networks and systems may include multiple devices
and may further include additional devices, such as routers,
intrusion detection systems (IDSs), service gateways, proxy
servers, and the like. In addition, devices, such as firewalls,
may employ multiple interfaces or ports for receiving and
sending data units.

While exemplary implementations have been described
herein, the processing performed by one of the devices
described above may be performed by another device. For
example, the processing performed by network device 130
and server 140 may be performed by a single device in alter-
native implementations. Therefore, implementations consis-
tent with the principles of the invention are not necessarily
limited to a particular configuration.

Moreover, it will be apparent to one of ordinary skill in the
art that aspects of the invention, as described above, may be
implemented in many different forms of software, firmware,
and hardware in the implementations illustrated in the figures.
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The actual software code, or specialized control hardware,
used to implement aspects consistent with the principles of
the invention is not limiting of the present invention. Thus, the
operation and behavior of the aspects were described without
reference to the specific software code, it being understood
that one of ordinary skill in the art would be able to design
software and control hardware to implement the aspects
based on the description herein.

Further, certain portions of the invention may be imple-
mented as “logic” that performs one or more functions. This
logic may include hardware, such as hardwired logic, an
application specific integrated circuit, a field programmable
gate array or a microprocessor, software, or a combination of
hardware and software.

No element, act, or instruction used in the description of the
present application should be construed as critical or essential
to the invention unless explicitly described as such. Also, as
used herein, the article “a” is intended to include one or more
items. Where only one item is intended, the term “one” or
similar language is used. Further, the phrase “based on” is
intended to mean “based, at least in part, on” unless explicitly
stated otherwise.

The scope of the invention is defined by the claims and their
equivalents.

What is claimed is:
1. A non-transitory computer-readable medium storing
instructions, the instructions comprising:
one or more instructions which, when executed by a net-
work device, cause the network device to:
determine that an indicator, associated with a counter, is
detected,
the counter counting data units passing through the
network device,
the indicator being detected based on a particular bit,
of a plurality of bits of the counter, being asserted,
and
the particular bit being asserted to indicate that the
counter is reaching a value that causes the counter
to roll;
transmit a counter value of the counter to a notification
logic device,
the counter value being transmitted based on the indi-
cator being detected, and
counter values of the counter being transmitted at a
rate that exceeds a rate at which the counter rolls;
determine whether the counter value has been success-
fully transmitted,
the transmission of the counter value being unsuc-
cessful based on the counter rolling before the
counter value is reset;
reset the counter based on determining that the counter
value has been successfully transmitted; and
generate, based on the counter value, statistics relating to
the network device,
the statistics being provided for display or storage.
2. The non-transitory computer-readable medium of claim
1, where the instructions further comprise:
one or more instructions which, when executed by the
network device, cause the network device to:
receive a data unit; and
increment the counter value after receiving the data unit,
the indicator being detected after incrementing the
counter value.
3. The non-transitory computer-readable medium of claim
1, where network traffic, associated with the counter, exceeds
other network traffic associated with another counter, and
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where the counter increments the counter value at a rate
that is faster than a rate at which the other counter incre-
ments a counter value, of the other counter, based on the
network traffic exceeding the other network traffic.
4. The non-transitory computer-readable medium of claim
1, where the instructions further comprise:
one or more instructions which, when executed by the
network device, cause the network device to:
transmit a counter value of another counter, and
where the one or more instructions, when generating the
statistics, cause the network device to:
generate the statistics based on the counter value of the
other counter.
5. The non-transitory computer-readable medium of claim
4, where counter values of the other counter are transmitted at
arate that is different than the rate at which the counter values
of the counter are transmitted.
6. The non-transitory computer-readable medium of claim
4, where counter values of the other counter are transmitted at
arate that is same as the rate at which the counter values of the
counter are transmitted.
7. The non-transitory computer-readable medium of claim
1, where the indicator is based on a most significant bit of the
counter being set.
8. A method comprising:
determining, by a device, that an indicator, associated with
a counter, is detected,
the counter counting data units passing through the
device,
the indicator being detected based on a particular bit, of
the counter, being asserted, and
the particular bit being asserted to indicate that the
counter is reaching a value that causes the counter to
roll;
transmitting, by the device, a counter value of the counter
to a notification logic device,
the counter value being transmitted based on the indica-
tor being detected, and
counter values of the counter being transmitted at a rate
that exceeds a rate at which the counter rolls;
determining, by the device, whether the counter value has
been successfully transmitted,
the transmission of the counter value being unsuccessful
based on the counter rolling before the counter value
is reset;
resetting, by the device, the counter based on determining
that the counter value has been successfully transmitted;
and
generating, by the device and based on the counter value,
statistics relating to the device,
the statistics being provided for display or storage.
9. The method of claim 8, further comprising:
providing the statistics for display to a user,
the statistics including at least one of:
information regarding interface type,
information regarding link type, or
information regarding data unit type.
10. The method of claim 8, further comprising:
storing, in a data structure, the counter value in association
with information identifying the counter.
11. The method of claim 10, further comprising:
storing, in the data structure, the counter value in associa-
tion with information regarding a link or queue that
provided traffic to the counter or in association with
error codes associated with the counter.
12. The method of claim 8, further comprising:
receiving a data unit; and
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incrementing the counter value after receiving the data
unit,
the indicator being detected after incrementing the
counter value.

13. The method of claim 8, where network traffic, associ-
ated with the counter, exceeds other network traffic associ-
ated with another counter, and

where the counter increments the counter value at a rate

that is faster than a rate at which the other counter incre-
ments a counter value, of the other counter, based on the
network traffic exceeding the other network traffic.

14. The method of claim 8, further comprising:

transmitting a counter value of another counter, and

where generating the statistics include:
generating the statistics based on the counter value of the
other counter.

15. A system comprising:

a network device to:

determine that an indicator, associated with a counter, is
detected,
the counter counting data units passing through the
network device,
the indicator being detected based on a particular bit,
of the counter, being asserted, and
the particular bit being asserted to indicate that the
counter is reaching a value that causes the counter
to roll;
transmit a counter value of the counter to a notification
logic device,
the counter value being transmitted based on the indi-
cator being detected, and
counter values of the counter being transmitted at a
rate that exceeds a rate at which the counter rolls;
determine whether the counter value has been success-
fully transmitted,
the transmission of the counter value being unsuc-
cessful based on the counter rolling before the
counter value is reset;
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reset the counter based on determining that the counter
value has been successfully transmitted; and
generate, based on the counter value, statistics relating to
the network device,
the statistics being provided for display or storage.
16. The system of claim 15, where the network device is
further to:
store, in a data structure, the counter value in association
with information identifying the counter.
17. The system of claim 15, where the network device is
further to:
store, in a data structure, the counter value in association
with:
information regarding a link or queue that provided traf-
fic to the counter, or
error codes associated with the counter.
18. The system of claim 15, where the network device is
further to:
provide the statistics for display to a user,
the statistics including at least one of:
information regarding interface type,
information regarding link type, or
information regarding data unit type.
19. The system of claim 15, where the network device is
further to:
transmit a counter value of another counter, and
where the network device, when generating the statistics,
are to:
generate the statistics based on the counter value of the
other counter.
20. The system of claim 15, where the network device is
further to:
generate a sequence of register values based on the counter
rolling before the counter value is reset; and
send the sequence of register values to the notification logic
device.



